Applies to natural persons whose personal data are transferred to Polskie Wydawnictwo Muzyczne by other entities that have concluded a contract with Polskie Wydawnictwo Muzyczne


Information Clause on the Protection of Personal Data
Pursuant to Article 14(1) and (2) of Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC (hereinafter referred to as the “GDPR”), we hereby inform you about the manner and purposes of processing your personal data, as well as about your rights arising from data protection regulations:

1) The Controller of your personal data is Polskie Wydawnictwo Muzyczne (PWM Edition) in Kraków (hereinafter referred to as the “Publisher”), al. Krasińskiego 11a, 31-111 Kraków, website: https://pwm.com.pl, NIP (Tax ID): 6762502246, REGON: 363717113, email address: sekretariat@pwm.com.pl.

2) Contact with the Data Protection Officer responsible for data protection at the Publisher is possible by telephone: +48 12 422 70 44 ext. 140, or by email: iod@pwm.com.pl.

3) The Controller may process your personal data for the following purposes:
· to determine the conditions for concluding a contract (Article 6(1)(f) GDPR – legitimate interest of the Controller),

· to communicate in matters related to the performance of a contract (Article 6(1)(f) GDPR – legitimate interest of the Controller),

· to defend against claims and to pursue claims that may arise from the concluded contract (Article 6(1)(f) GDPR – legitimate interest of the Controller),

· to fulfil a legal obligation incumbent upon the Controller, where such an obligation is imposed by law, i.e. to perform the Publisher’s obligations arising from social security and health insurance regulations, tax and accounting regulations, and the Act on Access to Public Information (Article 6(1)(c) GDPR),
· where the contracting party is a natural person (entrepreneur), the data will be processed for the purpose of concluding and performing the contract, or to take steps at the request of the data subject prior to entering into a contract (Article 6(1)(b) GDPR).

4) Categories of personal data processed by the Controller include:
· ordinary personal data of the other contracting party (e.g. first name and surname, place of employment, position or function held, business telephone number, business email address),

· data of persons representing the other contracting party, e.g. under a granted power of attorney,

· data of persons indicated as contact persons. 

5) Personal data not obtained directly from the data subject may originate from: 

· an entrepreneur, contractor, company, institution, organisation, or their representative who has entered into a contract with the Controller, where the provision of contact details of employees (or other persons) performing specified activities is necessary for the performance of that contract,

· publicly available sources (including the Central Registration and Information on Business [CEIDG] or the National Court Register [KRS]), 

· persons representing the data subject under a granted power of attorney.
6) Recipients of personal data may include only entities authorised to receive such data under applicable law, such as courts, police, state authorities, and entities providing the Publisher with maintenance or technical support for IT infrastructure, as well as providers of reception, postal, and courier services. 

7) Personal data will be processed until the expiry of the contract and subsequently stored for archival purposes for a period of 5 years following the termination of the contract. This retention period results from the Act of 14 July 1983 on the National Archival Resource and Archives, in accordance with the Publisher’s applicable Uniform File Classification System. 

8) Personal data will not be transferred to a third country or an international organisation outside the European Economic Area (EEA).
9) Every person has the right to access their personal data, to rectify, erase, or restrict the processing thereof, to object to processing, as well as the right to data portability. 

10) Every person has the right to lodge a complaint with the supervisory authority, i.e. the President of the Personal Data Protection Office, if they believe that the processing of their personal data violates the provisions of the GDPR. 

11) The provision of personal data of persons representing the other contracting party is a necessary condition for concluding and performing the contract.

